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This instruction implements AFPD 63-1, Capability Based Acquisition System, and AFPD 63-12, Assur-
ance of Operational Safety, Suitability, and Effectiveness (OSS&E). It also implements portions of AFPD
63-5, Quality Assurance; AFPD 63-10, Aircraft Structural Integrity; and AFPD 63-11, Modification Sys-
tem. It identifies elements of Air Force systems engineering (SE) practice and management required to
provide and sustain, in a timely manner, cost-effective products and systems that are operationally safe,
suitable, and effective. These efforts must be rigorously applied and managed, independent of whether
Air Force, Government civilian, or contractor personnel accomplish any particular task. This instruction
includes guidance for preparation and approval of the Systems Engineering Plan (SEP) in accordance
with Department of Defense (DoD) policy for both space and non-space systems.

Air Force senior leadership has made numerous commitments to DoD and the Inspector General to
improve the quality of Air Force products and systems, and the credibility and rigor of the processes by
which they are developed, produced, integrated, tested, fielded, operated, maintained, sustained, and sup-
ported. This document honors these commitments by integrating many technical interests into a life cycle
SE approach. It is the first increment of a structured approach to consolidate the technical aspects of Air
Force acquisition policy and guidance.

This instruction applies to the development of all Air Force systems, manned and unmanned, regardless
of Acquisition Category or life cycle phase. It also applies to production, fielding, and deployment; sus-
tainment; operational support activities; test and evaluation (T&E); upgrades; and temporary and perma-
nent modifications of all systems, including those operated by the Air National Guard and the Air Force
Reserve. In addition, it applies to Science and Technology (S&T) efforts; Advanced Technology Demon-
strations (ATD); and Advanced or Joint Concept Technology Demonstration (ACTD or JCTD) programs.

Throughout this document the term “Program Manager” (PM) is used for consistency with DoD policy
and documentation. Air Force organizations may use “System Program Manager” (SPM) as an equiva-
lent to the DoDD 5000.1 “PM” term. Current versions of cited/referenced documents apply unless a spe-
cific version is identified.
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Refer recommended changes and questions about this publication to SAF/AQRE, 1060 Air Force Penta-
gon, Washington, D.C. 20330-1060, using the AF IMT 847, Recommendation for Change of Publication.
Route AF IMT 847s from the field through appropriate functional chain of command, with an information
copy to HQ AFCA/EASD, 203 W. Losey St, Room 1100, Scott AFB IL 62225-5222. Ensure that all
records created as a result of processes prescribed in this publication are maintained in accordance with
AFMAN 37-123 (will convert to AFMAN 33-363), Management of Records, and disposed of in accor-
dance with the Air Force Records Disposition Schedule (RDS) located at https://afrims.amc.af.mil/.

This document contains numerous electronic links to reference material in other publications. The com-
plete Uniform Resource Locator (URL) address for hyperlinked documents, other than Air Force Policy
Directives (AFPD) and Air Force Instructions (AFI), appears in the Interfacing Publications section at the
end of the document; the chapters and appendices only contain the hyperlinks without the full URLs. All
referenced AFPDs and AFIs can be found at http://www.e-publishing.af.mil/pubs/maj-
com.asp?org=AF/.

SUMMARY OF CHANGES

This is the first revision to AFI 63-1201. The changes are extensive and the document must be reviewed
in its entirety. The title is changed to “Life Cycle Systems Engineering” from “Assurance of Operational
Safety, Suitability, and Effectiveness (OSS&E)” to clarify and emphasize the use of disciplined, seamless
SE practices throughout the concept/product/system life cycle. All essential OSS&E content is preserved.

1. LIFE CYCLE SYSTEMS ENGINEERING .......ccovvveivereeeeeereereeseeeeeesseseeeeseeessseens 3
2. RESPONSIBILITIES AND AUTHORITIES  ...ooooiveeieeeeeeeeeeeeeeeeeeeeeeeseeseeeseeeee 7
Attachment 1— GLOSSARY OF REFERENCES AND SUPPORTING INFORMATION 16
Attachment 2— SEP SUBMITTAL AND SIGNATURE REQUIREMENTS 25
Attachment 3— OPERATIONAL SAFETY, SUITABILITY, AND EFFECTIVENESS
(OSS&E) / MISSION ASSURANCE 26
Attachment 4— ENVIRONMENT, SAFETY, AND OCCUPATIONAL HEALTH (ESOH)
INTEGRATION 28
Attachment 5— HUMAN SYSTEMS INTEGRATION (HSI) 29
Attachment 6— MAINTENANCE ENGINEERING / SUSTAINING ENGINEERING
(ME/SE) 30
Attachment 7— PRODUCT AND SYSTEM INTEGRITY 31
Attachment 8— SOFTWARE ENGINEERING 32

Attachment 9— ADDITIONAL SE PROGRAM AREAS OF CONSIDERATION 33


https://afrims.amc.af.mil/
http://www.e-publishing.af.mil/pubs/majcom.asp?org=AF/
http://www.e-publishing.af.mil/pubs/majcom.asp?org=AF/

AFI163-1201 23 JULY 2007 3

1. LIFE CYCLE SYSTEMS ENGINEERING

1.1. Systems Engineering (SE). Systems engineering encompasses the entire set of scientific, techni-
cal, and managerial efforts needed to conceive, evolve, verify, deploy, support, and sustain a robust
product, platform, system, or integrated system-of-systems (SoS) capability to meet user needs across
the life cycle. SE may be referred to as a discipline, a methodology, an approach, a practice, a process,
a set of processes and sub-processes, or various other terms; however, its fundamental elements — sys-
tematic technical processes and measurements — remain the same regardless of the collective nomen-
clature. SE provides a solid technical foundation that effectively unifies, integrates, and focuses the
efforts of all stakeholders — researchers, acquirers, developers, users, operators, testers, trainers, main-
tainers, and sustainers — throughout the life cycle of a product or system. It develops a relevant tech-
nical knowledge base that is matured, maintained, and transferred in a disciplined manner for the
entire life cycle of the concept, product, or system.

1.1.1. Air Force SE — Life Cycle Perspective. Air Force SE involves comprehensive planning,
management, and execution of rigorous technical efforts to develop, field, and sustain robust prod-
ucts and systems. Application of SE fundamentals must begin with concept inception, and must
cover all efforts across all life cycle phases, to include sustainment and disposal, for all Air Force
products and systems. These systems must exhibit and preserve attributes of operational safety,
suitability, and effectiveness (OSS&E) and mission assurance throughout their operational life.

1.1.1.1. Non-Space Systems. The non-space life cycle as described in DoD Instruction
(DoDI) 5000.2, Operation of the Defense Acquisition System covers Concept Refinement,
Technology Development, System Development and Demonstration, Production and Deploy-
ment, and Operations and Support (O&S). Demilitarization and Disposal and reclamation also
require disciplined application of the full spectrum of SE efforts. Chapter 4.3 of the Defense
Acquisition Guidebook contains details of SE-related tasks during each phase, and phase
entry/exit criteria.

1.1.1.2. Space Systems. For space systems acquired under National Security Space Acquisi-
tion Policy (NSS) 03-01, the life cycle includes a period of Concept Studies followed by Con-
cept Development, Preliminary Design, Complete Design, and Build and Operations.

1.1.1.3. Information Technology (IT) Systems. For Air Force IT systems that fall within the
scope of “IT Lean,” the life cycle phases outlined in the IT Lean Guidebook are: Define Need,
Design, Build & Test, and Release & Sustain. All other IT systems follow DoDI 5000.2.

1.1.2. Air Force SE Management Responsibilities. Program Manager (PM) and Chief/Lead Engi-
neer responsibilities are typically not formally assigned prior to Milestone A (Key Decision Point
[KDP] A for space systems). For early capability development efforts, such as science and tech-
nology (S&T) and concept studies, the term “program” refers to the specific activity; a designated
project or capability manager performs the SE tasks identified herein as PM and Chief/Lead Engi-
neer responsibilities. Air Logistics Center (ALC) and related post-Milestone/ KDP C SE efforts
may be assigned to the applicable System Program Manager (SPM), System Support Manager
(SSM), Product Group Manager (PGM) (including software), Commodity Manager, or Supply
Chain Manager (SCM). When contractors are engaged to accomplish SE tasks, PMs and Chiet/
Lead Engineers must determine the need to include relevant performance incentives in solicita-
tion, evaluation, award, and execution processes.
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1.1.2.1. PM. The PM (or ALC designee, for sustainment efforts) is responsible to ensure
application of SE across all program areas throughout the product or system life cycle (ref.
AFI 63-101, Operations of Capabilities-Based Acquisition System and AF1 63-107, Integrated
Product Support Planning and Assessment).

1.1.2.2. Chief/Lead Engineer. The Chief/Lead Engineer is the PM’s designated technical
authority in the disciplined execution of the SE process, including development of the Systems
Engineering Plan (SEP) (Para. 1.1.3.1.1.). The Chief/Lead Engineer or designee is responsible
to the PM for establishment, implementation, management, and control of SE activities neces-
sary to develop and field robust products and systems that exhibit attributes of system security,
OSS&E and Mission Assurance. These activities and processes include, but are not limited to,
those identified in Para. 1.1.3.

1.1.2.3. Center-level Technical Authority. A designated SE Technical Authority at each Prod-
uct, Test, and Logistics Center is responsible to the Program Executive Officer (PEO) or the
Center Commander/Director for a portfolio approach to SE implementation, across all techni-
cal efforts and programs regardless of ACAT or life cycle phase.

1.1.3. Air Force Implementation of SE Processes. SE begins with comprehensive planning. It
addresses architecting, requirements development and management, design, technical manage-
ment and control, and test and evaluation (T&E) / verification and validation (V&V). These fun-
damental elements must be accomplished on all development, acquisition, and sustainment
projects. They are not to be implemented independently, but must be integrated to mutually rein-
force each other. Program or project teams should tailor the breadth and depth of application of
the various SE sub-elements and processes to the complexities and needs of their specific effort,
commensurate with its point in the life cycle. “Tailor” does not mean “eliminate without adequate
supporting rationale.”

1.1.3.1. Planning. SE must be applied during concept development/refinement efforts, during
technology development efforts, and from capability development through sustainment for all
products. SE planning must ultimately address the entire scope of technical effort required to
conceive, develop, produce, integrate, verify, and field the system or solution, and sustain it
through its life cycle.

1.1.3.1.1. SEP. Department of Defense (DoD) policy requires all programs to develop a
SEP to capture SE planning. Attachment 2 identifies SEP requirements for all Air Force
efforts, including those that may not formally be identified as “programs” (e.g., modifica-
tions managed at a Logistics or Test Center).

1.1.3.1.1.1. The SEP should be developed in concert with the technical planning sup-
porting the Acquisition Strategy, the Initial Capabilities Document (ICD), and other
relevant predecessor documents. It must remain consistent with the program’s Life
Cycle Management Plan (LCMP) (or legacy Product Support Master Plan [PSMP]),
Capability Development Document (CDD), and Capability Production Document
(CPD) as program planning and execution mature. With concurrence of the highest
SEP signatory (refer to Attachment 2), existing legacy planning documentation may
be updated to include additional required content for a SEP. Such documents will be
subject to the review, update, and approval process described in Attachment 2.
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1.1.3.1.1.2. The SEP must be reviewed annually, and updated as required throughout
the life cycle of the program to reflect significant events such as changes in program
office organization, a major supplier or contractor, or funding profiles. The PM or
higher signature authority may also direct a SEP update. The Center SE Technical
Authority (PEO Chief Engineer for PEOs not organizationally aligned with a Product
Center) is responsible to ensure that all programs accomplish these reviews and
updates. Space programs include the SEP in the Integrated Program Summary (IPS).

1.1.3.1.2. Integrated Master Plan (IMP) and Integrated Master Schedule (IMS). The Inte-
grated Master Plan and Integrated Master Schedule Preparation and Use Guide describes
the IMP/IMS. The IMP/IMS must be integrated at all levels; contain sufficient detail
about SE efforts, resources, monitoring, and control; and capture key events. Additional
requirements for non-space systems IMP/IMS appear in AFI 63-101. For space systems,
the SE content of the IMP/IMS is contained in the instructions for preparing the IPS.

1.1.3.2. Architecting. Architectural descriptions must conform to requirements of the DoD
Architecture Framework (DoDAF), be linked to the Joint Capabilities Integration and Devel-
opment System (JCIDS) and the AF capabilities-based requirements process (AFI 10-601

Capabilities Based Requirements Development), and be compliant with CJCSI 6212.01,
Interoperability and Supportability of Information Technology (IT) and National Security Sys-
tems (NSS). The descriptions must be of sufficient detail to describe the product or system,
interfaces and dependencies on other products and systems, and interoperability requirements.
They should be developed as early as possible, and must be maintained throughout the life
cycle. Legacy systems may use equivalent system and functional diagrams until the next mod-
ification or milestone. AFPD 33-4, Enterprise Architecting, contains additional detail on
implementation of architectures in the Air Force.

1.1.3.3. Requirements Development and Management. All requirements, including those
derived from external DoDAF-compliant architectures and higher levels within the system,
must be traceable and documented. The Chief/Lead Engineer is the PM’s designated technical
authority responsible for managing and approving the translation of users’ capability-based
requirements (ref. AFI 10-601) into achievable technical (design, interface, manufacturing,
verification) requirements for the product or system.

1.1.3.4. Design. The Chief/Lead Engineer is responsible to ensure development of robust
design solutions that balance technical and programmatic requirements, including consider-
ations for additional capability increments. Robust designs are relatively insensitive to varia-
tions in manufacturing and operational environments, and accommodate change by
incorporating attributes of scalability and expandability. Throughout sustainment, the Chief/
Lead Engineer must ensure that the system does not deteriorate in robustness as a result of nor-
mal use or modifications.

1.1.3.5. Technical Management and Control. PMs and Chief/Lead Engineers must apply fun-
damental technical management processes (ref Defense Acquisition Guidebook, Para. 4.2.2.2)
throughout the life cycle to integrate stakeholder efforts. They must simultaneously ensure
that contractors, and other personnel supporting programs and technical efforts, adequately
employ these processes. PMs and Chief/Lead Engineers must balance supportability, life
cycle costs, performance, and schedule considerations in making program decisions.
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1.1.3.5.1. Technical Reviews. Technical reviews assess design progress, technical risk,
and program maturity at key points in the life cycle (ref Defense Acquisition Guidebook,
Para. 4.5.8). For mature systems in sustainment, periodic reviews ensure system integrity.
Reviews must be event-driven, with entrance and exit criteria established ahead of time as
identified in the SEP. The PM and Chief/Lead Engineer (or designees) are responsible for
co-chairing reviews, and identifying independent subject matter experts (SME) to partici-
pate as reviewers. All technical actions generated during reviews will be presented to the
PM for approval via formal processes.

1.1.3.5.2. Technical Measurements. Programs and projects must use SE measurements in
conjunction with reviews to monitor progress, assess risks, and identify potential prob-
lems. Typical measurements include technical performance measures (TPM), key perfor-
mance parameters (KPP), leading indicators, and OSS&E characteristics. While some
measures require significant user inputs, the Chief/Lead Engineer is responsible for overall
management of technical measures.

1.1.3.5.3. Integrated Risk Management. Programs and projects must implement and doc-
ument a risk management plan. Risk levels must be established and risk acceptance must
be coordinated with the user in accordance with DoDI 5000.2. All risks must be identified,
analyzed, mitigated, tracked, and controlled throughout the life cycle. The Chief/Lead
Engineer is responsible for execution of the technical aspects of the risk management pro-
cess.

1.1.3.5.4. Configuration Management (CM). Product and system characteristics, includ-
ing components, key processes, and methods used to verify compliance with design and
performance requirements, must be documented. CM must include a change management
process to approve and track changes and non-conformance to the configuration baselines.
The PM is the decision authority for all changes to technical requirements, configurations,
and baselines. The Chief/ Lead Engineer is responsible for implementation of the CM
effort, and any decisions that the PM may delegate. The change management process must
identify these authorities.

1.1.3.5.5. Data Management (DM). A structured DM process must be established in
accordance with DoD 5010.12-M, Procedures for the Acquisition and Management of
Technical Data and DoDD 8320.2, Data Sharing in a Net Centric Department of Defense.
PMs and Chief/Lead Engineers must ensure data requested is consistent with the acquisi-
tion strategy, the solicitation, and sustainment planning.

1.1.3.5.6. Interface Management. Internal and external interface requirements for the sys-
tem and its constituent elements must be established, documented, and managed. External
interfaces must consider physical and functional interoperability and information
exchange requirements with respect to constituent elements of SoS and families of systems
(FoS). When properly documented, various operational and system architectural views
will capture this information.

1.1.3.5.7. Decision Analysis. Key decisions must be based on clearly established criteria
for trade studies or similar evaluations of alternatives. PMs and Chief/Lead Engineers
must ensure that all studies, analyses, and decisions that impact the system architecture are
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documented in accordance with established Air Force Enterprise Architecture products
and practices.

1.1.3.6. T&E/V&V. A structured T&E strategy and process must be established to provide
early feedback to the requirements and acquisition processes according to AFI 99-103, Capa-
bilities-Based Test and Evaluation, AFI 10-601, and AFI 63-101. When practicable, tests for
different objectives should be combined, with the goal of more efficient test resource utiliza-
tion. T&E/V&V activities should be integrated to the maximum extent possible to ensure
early identification and resolution of deficiencies, minimize acquisition and operational risks,
and ensure that fielded systems continue to perform as required in the face of changing opera-
tional requirements and threats.

1.1.4. Air Force SE Outcomes and Focus Areas. Robust products and systems that exhibit
attributes of system security and OSS&E/Mission Assurance are a principal outcome of properly
planned and applied SE. Further details on OSS&E/Mission Assurance appear in Attachment 3.
Development, acquisition, and sustainment efforts must also address Environment, Safety, and
Occupational Health (ESOH) Integration (Attachment 4); Human Systems Integration (HSI)
(Attachment 5); Maintenance Engineering/Sustaining Engineering (ME/SE) (Attachment 6);
Product and System Integrity (Attachment 7); and Software Engineering (Attachment 8).
Attachment 9 identifies additional technical considerations that carry varying degrees of weight
during the product/system life cycle.

1.2. System-of-Systems Engineering (SoSE). SoSE emphasizes interoperability among systems
developed under different sponsorship, management, and primary acquisition processes. Families
and systems of systems generally provide greater operational capability than individual systems alone
can deliver. Among numerous other areas, SOSE must address HSI, architectures, and technical
interoperability standards in order to ensure that the constituent systems will be compliant and com-
patible with interfacing systems in the FoS/SoS environment. It must also acknowledge that the con-
figuration of the collective entity is dynamic.

2. RESPONSIBILITIES AND AUTHORITIES
2.1. SAF/AQ (for non-space systems) and SAF/US (for space systems) will:
2.1.1. Appoint a Secretariat-level SE Technical Authority.

2.1.2. Ensure a rigorous SE approach is applied to development, integration, production, demon-
stration, T&E, V&V, and sustainment of concepts, technologies, systems, end items, and SoS.

2.1.2.1. Formulate policy and provide guidance for rigorous OSS&E assurance for Air Force
operational systems and end items.

2.1.2.2. Coordinate with AF/A4/7 to ensure that applicable inspection, maintenance, mainte-
nance training, supply, and repair source guidance addresses OSS&E assurance and preserva-
tion.

2.1.3. Ensure PEOs, in conjunction with Lead/Using Commands, implement a disciplined
life-cycle SE process that supports security/OSS&E/mission assurance of fielded systems by col-
laboration with operators, testers, maintainers, and sustainers (ref. AFI 63-101).
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2.1.4. Ensure that all relevant technical issues (including, but not necessarily limited to, those in
Para. 1.2. and Attachment 9) are adequately addressed as part of the milestone/KDP decision pro-
cess.

2.1.5. Assign lead Air Force responsibility for Air Force elements of SoS. Develop Air Force
SoSE processes and frameworks, in conjunction with SAF/XC, to include SoS integration and
configuration, infrastructure experimentation, and provisional fielding.

2.1.6. Establish SE content of Air Force-level training requirements for PMs and SE practitioners.

2.1.7. Assure adequate maintenance of technical requirements documentation in support of SE
implementation throughout the life cycle of Air Force systems and end items.

2.1.8. Ensure use of MIL-STD-882D System Safety methodology to integrate ESOH consider-
ations into SE, in accordance with DoD policy.

2.1.9. Serve as acceptance authority for program ESOH risks classified “High” as defined by
DoDI 5000.2.

2.1.10. Advise and assist SAF/XC in matters pertaining to SE aspects of IT Lean Process policy
and guidance.

2.2. SAF/XC will:

2.2.1. Formulate architecture policy, guidance, and standards to facilitate the development of
architecture data and integrated architectures to support the Air Force SE process.

2.2.2. Formulate policy for modeling and simulation (M&S) efforts, including but not limited to
those performed in support of acquisition, T&E, training, and capability-based analyses. Ensure
M&S efforts conducted as part of the SE process employ commonly accepted standards and pro-
cedures.

2.2.3. Establish, with HQ USAF/AS, a linkage to capability objectives and solution sets identified
in the Integrated Capabilities Review and Risk Assessment (I-CRRA) as innovations (i.e., Battle
Labs, ACTDs, JCTDs, etc.) and relevant Joint/Air Force experimentation programs associated
with a capability. This linkage will ensure capabilities are captured in the Air Force Enterprise
Architecture, help the Air Force make investment decisions, and provide additional guidance on
SE and SoSE matters to PMs and PEOs.

2.2.4. Develop a framework to improve integration with Joint capabilities, and to explore and
evaluate air and space effects supporting Joint combatant commanders’ warfighting operations.
The framework must include SoSE processes and strong SE principles, and must ensure Air Force
IT systems are based on approved DoD IT Standards Registry (DISR) (DoD/Joint) interoperabil-
ity standards in end-to-end SoS warfighting integration scenarios.

2.2.5. Direct IT Lean Process policy and guidance. In coordination with SAF/AQ, ensure that SE
principles are reflected in the IT Lean Process to reinforce the application of robust SE to the IT
lifecycle.

2.2.6. Develop and promulgate policy for certification and accreditation of systems.
2.3. HQ USAF/A3/5 will:
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2.3.1. Direct that operational capabilities documents address applicable and appropriate life cycle
requirements, i.e., HSI, OSS&E assurance, Military Flight Operations Quality Assurance
(MFOQA), Aircraft Information Programs (AIP), system security, fuel efficiency, etc.

2.3.2. Direct users to preserve baselined OSS&E characteristics of systems and end items for
OSS&E assurance, including operation of systems and end items in accordance with approved
TOs and technical data. Require users to report any degradation of baselined characteristics, or
any changes in operational configuration, usage, or environment, to the responsible PM.

2.3.3. Direct that operational training policy supports OSS&E assurance.
2.4. HQ USAF/A4/7 will :

2.4.1. Support a rigorous approach to OSS&E assurance for Air Force operational systems and
end items in accordance with AF SE policy and guidance.

2.4.2. Establish, operate, and maintain Air Force logistics information systems to support assur-
ance of OSS&E, and to allow PMs and Chief/Lead Engineers insight into the usage, maintenance,
and reliability of Air Force operational systems and end items.

2.4.3. Support implementation of life cycle guidance that applicable inspection, maintenance,
maintenance training, supply, and repair source guidance addresses OSS&E assurance and preser-
vation.

2.4.4. Ensure appropriate guidance directs that provisions for systems and end items be procured
to appropriate technical data including specifications and standards, and maintained in accordance
with approved TOs and technical data.

2.5. HQ USAF/TE will:

2.5.1. Direct that T&E policy and program-specific documentation support application of SE
practices throughout the system life cycle.

2.5.2. Ensure T&E directives and documentation support T&E of systems and end items for
OSS&E throughout their operational life.

2.6. HQ AFSC/AF/SE will:

2.6.1. Provide relevant mishap reports, investigation information, and recommendations be pro-
vided to the responsible PM for a system or end item involved in a mishap.

2.6.2. Provide guidance to program SE personnel for reviewing and assessing safety analyses, and
recommend potential areas for further investigation and analysis.

2.6.3. Advocate for System Safety support so program SE efforts include mishap prevention pro-
grams and integration of ESOH considerations. This includes ATD/ACTD/JCTD projects.

2.6.4. Recommend policy and formulate guidance for application of MFOQA to support assur-
ance of OSS&E, and to allow PMs and Chief/Lead Engineers insight into operational use of the
aircraft system.

2.7. Program Executive Officers (PEO) (for systems in their portfolio), Air Logistics Center (ALC)
Commanders/Directors (for systems/programs managed at ALCs), and Test Center Commanders/
Directors (for systems/programs managed at Test Centers) will:
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2.7.1. Ensure use of a rigorous SE approach in all programs within their portfolio, with emphasis
on assurance of OSS&E and awareness of SoS impacts/implications.

2.7.2. Appoint a Center-level SE Technical Authority (or direct-report Chief Engineer for PEOs
not organizationally aligned with a Product Center).

2.7.3. Assign SE responsibility, to include assurance of OSS&E of fielded systems, to the appro-
priate PM for all systems and end items delivered to the user.

2.7.4. Serve as acceptance authority for program ESOH risks classified “Serious” as defined by
DoDI 5000.2.

2.7.5. Direct that program budgets include certification and accreditation activities throughout the
lifecycle of the system.

2.8. SE Technical Authority appointees shall:
2.8.1. Review SEPs in the portfolio and oversee their implementation.

2.8.2. Assess performance of Chief/Lead Engineers assigned to individual programs within the
portfolio or Center.

2.8.3. Validate implementation of approved technical planning, documentation, and strategies.

2.8.4. Ensure coordination of technical planning (SEPs, strategies, risk assessments, etc.) between
the cognizant ALC and Product Center PMs for fielded systems undergoing modifications man-
aged by a Product Center.

2.9. Air Force Materiel Command (AFMC) and Air Force Space Command (AFSPC) will:

2.9.1. Direct policy that defines application of a rigorous SE approach to the acquisition and sus-
tainment of FoS, SoS, and systems by their respective centers and the Air Force Research Labora-
tory (AFRL).

2.9.2. Support programs by:
2.9.2.1. Providing independent subject matter experts for technical reviews.
2.9.2.2. Providing assistance in SEP development and review.

2.9.3. Appoint a MAJCOM-level SE Technical Authority for space (AFSPC) and non-space
(AFMC) programs.

2.9.4. Ensure SE-based technology transition guidance promotes early collaboration with AFRL
and other research establishments to facilitate smoother and more rapid transition of emerging
technology. This includes documentation of trade space decisions for use in subsequent life cycle
phases, and support to Lead MAJCOMs in development of Analyses of Alternatives (AoA).

2.9.5. Establish MAJCOM policy and guidance to address processes and technical data, including
specifications and standards, for assuring preservation of baselined OSS&E characteristics of sys-
tems and end items. These processes and standards may be tailored to individual programs in the
four Air Force product lines (aircraft, weapons, command and control [C2], and space), as well as
to ALCs for FoS maintenance and sustainment issues. Ensure data acquisition systems are com-
patible with the Logistics Enterprise Architecture (LogEA) as established by HQ USAF/A4/7.
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2.9.6. Establish MAJCOM policy and guidance to ensure that personnel assigned to perform SE
duties at AFRL and Product, Test, and Logistics Centers receive SE training commensurate with
their responsibilities for SE, system security, and OSS&E/mission assurance.

2.9.7. Work with Lead/Using Commands to identify procedures and processes for defining appro-
priate technical baselines when ATD or ACTD/JCTD assets remain with an operational user. Des-
ignate responsibility for OSS&E assurance for these items.

2.9.8. Direct that PMs and Chief/Lead Engineers for programs, systems, and end items in sustain-
ment continue rigorous application of SE principles, and that appropriate decision-makers assess
all relevant aspects of SE performance during program reviews, with a focus on assuring OSS&E
of those systems.

2.10. Program Managers (PM) will:
2.10.1. Direct implementation of rigorous SE practices as described in Chapter 1.

2.10.2. Ensure that all relevant technical planning is documented in a SEP. Approve the SEP for
the program or project. Execute the technical aspects of the program or project in accordance with
the approved SEP. Provide a draft SEP at Acquisition Strategy Panel (ASP) meetings in order to
ensure that all participants understand the linkages between the program's technology risks, the
chief engineer's plan to manage those risks, and how these factors are addressed in and impact the
acquisition strategy.

2.10.3. Provide information on relevant technical issues to the MDA’s designated SE technical
authority as part of the acquisition decision process.

2.10.4. Provide information on all identified hazards, implemented mitigation measures, and
accepted residual risks to testers, operators, trainers, and maintainers as part of testing and fielding
new or modified systems or end items.

2.10.5. Provide to safety investigations analyses of hazards that contributed to Class A and Class
B mishaps. Recommend materiel risk reduction measures, especially those that minimize poten-
tial human error.

2.10.6. Direct availability of the technical knowledge base for use in reporting, inspections,
audits, future program efforts (e.g., out-year increments), or by other DoD entities.

2.10.7. Determine, document, track, and maintain positive control of all system baselines, includ-
ing OSS&E baselines, in coordination with Lead/Using Commands and other users.

2.10.8. Establish and document relationships and responsibilities for OSS&E assurance, and man-
agement of OSS&E baselines, with other organizations that support or interface with systems or
end items that they manage.

2.10.9. Identify all required certifications supporting initial use, full operation, and OSS&E of the
system or end item. Ensure that all certifications are maintained in support of OSS&E assurance
unless otherwise directed.

2.10.10. Serve as acceptance authority for program ESOH risks classified “Medium” or “Low” as
defined by DoDI 5000.2.
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2.10.11. Direct accomplishment of appropriate T&E/V&V to ensure all baseline requirements are
met. Support necessary activities to enable continuation of OSS&E/mission assurance throughout
the operational life of systems and end items that they manage.

2.10.12. Direct integration of ESOH risk management and SE in accordance with
MIL-STD-882D. Risk acceptance decisions are to be made at the appropriate management level
in accordance with DoDI 5000.2 or NSS 03-01.

2.10.12.1. Require reviews of risk assessments, mitigation measure selections, and residual
risk acceptance decisions in technical and program reviews.

2.10.12.2. Ensure compliance with AF implementation requirements (32 CFR 989) for the
National Environmental Policy Act (NEPA).

2.10.12.3. Ensure that risk analyses include risks to program cost, schedule, and performance
from statutory and regulatory ESOH compliance, as well as risks resulting from routine sys-
tem operations and maintenance (O&M) and from mishaps.

2.10.13. Provide selection criteria and recommendations to the selection authority for mainte-
nance, supply, and repair sources when the PM is not the selection authority. Select and qualify
sources when they are the selection authority.

2.10.14. Ensure that manufacturing, supply, and repair entities maintain accountability for pro-
ducing and delivering quality products.

2.10.15. Ensure proper control of system or end item configurations. This includes assessment of
OSS&E assurance for all supply items not directly procured by the program, and for changes ini-
tiated by Lead/Using Commands.

2.10.16. Use fielded performance data from Air Force maintenance, deficiency reporting, system
integrity, operational instrumentation, and mishap reporting systems to continuously evaluate sys-
tem and end item performance in support of OSS&E assurance.

2.10.17. Track and take appropriate action on mishap recommendations involving a managed sys-
tem or end item to ensure OSS&E.

2.10.18. Ensure that Total Ownership Cost (TOC) impacts are considered when approving
changes in design, operational use, configuration, maintenance procedures, or part substitutions.

2.10.19. Advocate technology insertion into the system or end item to optimize the balance of
operation and support costs, performance, and sustaining OSS&E.

2.11. Chief/Lead Engineers will:

2.11.1. Develop the technical strategy to support the overall acquisition strategy for the program
or project. Document this strategy in the SEP.

2.11.2. Be responsible and accountable to the PM for consistent application of SE throughout the
product, system, or end item life cycle. This includes establishment, implementation, manage-
ment, and control of SE processes and subprocesses.

2.11.3. Provide information on relevant technical issues to the MDA’s designated SE Technical
Authority as part of the acquisition decision process.
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2.11.4. Develop, maintain, and preserve documentation of the technical knowledge base for use in
reporting, inspections/audits, future program efforts (out-year increments), or by other DoD enti-
ties.

2.11.5. Implement a consistent and rigorous process for development, establishment, and control
of technical requirements.

2.11.6. Develop and maintain the content of all required baseline technical data.

2.11.7. Be responsible and accountable to the PM for technical assessments for required certifica-
tions. Ensure these certifications are accomplished, or supporting documentation is available,
before relevant need dates.

2.11.8. Maintain technical visibility of all components used in their systems, to include all supply
items (e.g., Defense Logistics Agency, Air Force, Navy, Army, etc.), and Lead/Using Command
or Air Reserve Component initiated changes. Accountability or responsibility for system or end
item performance may not be delegated. However, Chief/Lead Engineers may, during the opera-
tional life of their systems, delegate authority for technical activities to technically competent
organic or contractor entities capable of performing those activities.

2.11.9. Ensure continuous evaluation of system and end item performance by using fielded per-
formance data from Air Force maintenance systems, deficiency reporting systems, mishap report-
ing systems, operational instrumentation systems, and integrity programs.

2.11.10. Chair, or select appropriate designee(s) to chair, technical reviews and working groups.
Approve independent SME participants nominated by program or project team members.

2.11.11. Ensure risk management and mishap recommendations involving a managed system or
end item are tracked and acted upon to provide continuing OSS&E assurance.

2.11.12. Implement robust HSI and System Security Engineering (SSE) processes as part of the
overall SE effort.

2.11.13. Ensure use of fielded system performance data to develop sustainment actions (e.g.,
integrity programs, MFOQA, “Lead-the-Fleet” programs, inspections, maintenance, training,
tests, HSI and ESOH risk assessments, etc.) to prevent OSS&E degradation.

2.11.14. Coordinate changes to HSI characteristics and OSS&E baselines with other Product and/
or Logistics Centers when systems or end items involve more than one product line.

2.11.15. Use TO 00-35D-54, “USAF Deficiency Reporting, Investigating, and Resolution” to
investigate and identify root cause of deficiencies. Ensure Deficiency Report closures include
consideration of impacts to product quality, reliability, and OSS&E.

2.11.16. Maintain visibility of product quality at manufacturing, supply, and repair entities. Pro-
vide selection and qualification criteria for new sources of supply.

2.11.17. Monitor available data sources such as Federal Aviation Administration (FAA) Airwor-
thiness Directives, advisories and alerts, Original Equipment Manufacturer service literature, the
AF Deficiency Reporting System (G021), Government/Industry Data Exchange Program
(GIDEP), AF safety mishap reporting system, etc., for information relevant to their engineering
responsibilities.
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2.11.18. Evaluate potential TOC impacts of changes in operational use, maintenance procedures,
configuration, or part substitutions, including those recommended by external sources (Para.
2.11.17.).

2.11.19. Investigate areas for technology insertion into the system or end item to optimize the bal-
ance of O&S costs, performance, and maintaining OSS&E.

2.11.20. Coordinate technical planning (SEPs, strategies, risk assessments, etc.) with other cogni-
zant PMs and Chief/Lead Engineers for fielded systems undergoing modifications managed at a
Product Center.

2.11.21. Confer with the Center Test Authority on test-related issues as necessary.

2.12. Lead/Using Commands and other Air Force users will:

2.12.1. Coordinate AFMC and AFSPC support for AoA development in efforts to derive, priori-
tize, and refine capability requirements (AFPD 10-6 and AFI 10-601).

2.12.2. Develop capability baselines in conjunction with Air Force SMEs and the PM.

2.12.3. Require coordination of any new operational change to the system or end item with the
PM responsible for the system or end item.

2.12.4. Require coordination of any new or modified configuration or maintenance procedure
with the PM responsible for the system or end item prior to implementation. Obtain PM approval
of changes to configurations and maintenance procedures.

2.12.5. Require key personnel involved in requirements development and OSS&E baseline main-
tenance to be trained in a rigorous SE approach as described in Chapter 1.

2.12.6. Ensure that operation and maintenance training supports the continued use of systems and
end items consistent with preservation of their OSS&E baselines.

2.12.7. Establish and maintain OSS&E baselines for systems or end items acquired directly.

2.12.7.1. Report any degradation of baselined characteristics to the responsible Com-
mand-designated individual or organization.

2.12.7.2. Direct policy and guidance to subordinate units to assure the preservation of base-
lined characteristics.

2.12.7.3. Establish processes and technical standards to assure the preservation of baselined
characteristics.

2.12.8. Ensure that operators, testers, and maintainers apply Operational Risk Management
(ORM) to systems and end items.

2.12.8.1. Use System Safety hazard data provided by the PM as the baseline for applying
ORM to the system or end item.

2.12.8.2. Work with PMs responsible for systems and end items to assess newly identified
hazards, or to reassess identified hazards where an identified risk appears to be incorrect or
mitigation measures do not appear to be adequate.

2.12.9. Provide HQ USAF/A4/7 with a current listing of responsible organizations for managed
systems and end items.
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2.13. Air Education and Training Command (AETC) will:

2.13.1. Establish and maintain the Air Force Center for Systems Engineering (CSE) at the Air
Force Institute of Technology (AFIT) to:

2.13.1.1. Promulgate and document case studies of SE implementation during concept defini-
tion, acquisition, and sustainment.

2.13.1.2. Facilitate collaborative SE efforts among DoD, the Services, Defense agencies,
other Government organizations, industry, professional organizations, and academia.

2.13.1.3. Provide SE expertise for Advisory Boards and Review Panels.
2.13.1.4. Provide a forum to shape academic curricula for Air Force SE educators.

2.13.1.5. Facilitate SE education including graduate degrees, certificate programs, and profes-
sional continuing education.

2.13.1.6. Assist with development of Air Force guidance on SE processes and practices.

2.13.1.7. Recommend and coordinate with Air Force organizations on development of SE pol-
icy.

2.13.2. Ensure that operation and maintenance training courses provide instruction on the impor-
tance of OSS&E and ORM.

Sue C. Payton
Assistant Secretary of the Air Force for Acquisition
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AETC—Air Education and Training Command
AFI—Air Force Instruction

AFIT—Air Force Institute of Technology
AFMC—Air Force Materiel Command
AFPD—AIir Force Policy Directive
AFRL—AIr Force Research Laboratory
AFSPC—Air Force Space Command
AIP—Aircraft Information Program
ALC—A:Ir Logistics Center

AoA—Analysis of Alternatives
ASP—Acquisition Strategy Panel
ATD—Advanced Technology Demonstration
C2—Command and Control

C4ISR—Command, Control, Communications, Computers, Intelligence, Surveillance, and
Reconnaissance

CDD—Capability Development Document
CM—Configuration Management
COTS—Commercial Off-The-Shelf
CPD—Capability Production Document
CSE—Center for Systems Engineering
DISR—DoD IT Standards Registry
DM—Data Management
DoD—Department of Defense
DoDAF—DoD Architecture Framework
DoDD—DoD Directive

DoDI—DoD Instruction

EIA—Electronic Industries Alliance
EMC—Electromagnetic Compatibility
ESOH—Environment, Safety, and Occupational Health
HAF—Headquarters Air Force
FAA—Federal Aviation Administration
HAF—Headquarters Air Force

HSI—Human Systems Integration
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ICD—Initial Capabilities Document

I-CRRA—Integrated Capabilities Review and Risk Assessment
IEEE—Institute of Electrical and Electronics Engineers
IMP—Integrated Master Plan

IMS—Integrated Master Schedule

ISO—International Standards Organization
IT—Information Technology

JCIDS—Joint Capabilities Integration and Development System
JCTD—Joint Concept Technology Demonstration
KDP—Key Decision Point

KPP—Key Performance Parameter

LCMP—Life Cycle Management Plan

LSE—Logistics Support Element

M&S—Modeling and Simulation

MAJCOM—Major Command

MDA—Milestone Decision Authority
ME/SE—Maintenance Engineering / Sustaining Engineering
MFOQA—Military Flight Operations Quality Assurance
MIL-STD—Military Standard

MOSA—Modular Open Systems Approach

MS—Milestone

NDI—Non-Developmental Item

NEPA—National Environmental Policy Act

NSS—National Security Space

O&M—Operations and Maintenance

O&S—Operations and Support

ORM—Operational Risk Management

OSJTF—Open Systems Joint Task Force
OSS&E—Operational Safety, Suitability, and Effectiveness

PESHE—Programmatic Environment, Safety, and Occupational Health Evaluation

PEO—Program Executive Officer
PGM—Product Group Manager
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PM—Program Manager
PSMP—Product Support Master Plan
RDS—Records Disposition Schedule
RF—Radio Frequency

RMP—Risk Management Plan
S&T—Science and Technology
SCM—Supply Chain Manager
SE—Systems Engineering
SEP—Systems Engineering Plan
SME—Subject Matter Expert
SoS—System of Systems
SoSE—System of Systems Engineering
SPM—System Program Manager
SSE—System Security Engineering
SSM—System Support Manager
TEMP—Test and Evaluation Master Plan
T&E—Test and Evaluation
TCTO—Time Compliance Technical Order
TO—Technical Order

TOC—Total Ownership Cost
TPM—Technical Performance Measure
URL—Uniform Resource Locator

V& V—Verification and Validation

Terms

Assurance—A planned and systematic pattern of actions necessary to provide confidence that expected
performance is achieved.

Baseline—A description of any system or end item, with associated limitations, must be understood,
acknowledged, and maintained during operational deployment, use, experimentation, exercises, training,
and maintenance of the system or end item. The baseline is established in development and updated as
changes (threat, operational usage, aging, etc.) and improvements are made to the system or end item.
The baseline generally includes configuration data (specifications, drawings, and software code listings),
capabilities documents, TOs, Time Compliance Technical Orders (TCTO), certifications, training,
maintenance facilities, spare parts, threat scenarios, etc.
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End Item—Equipment that can be used by itself to perform a military function. A final product when
assembled or completed, and ready for issue/deployment.

Family of Systems (FoS)—A set of systems that provides similar capabilities through different
approaches to achieve similar or complementary effects, e.g., track moving targets. A FoS could include
unmanned or manned aerial vehicles with appropriate sensors, a space-based platform, or a special
operations capability. Each family member can provide a degree of capability with differing
characteristics of persistence, accuracy, timeliness, etc. (CJCSI 3170.01).

Human Systems Integration (HSI)—A disciplined, unified, and interactive systems engineering
approach to integrate human considerations into system development, design, and life cycle management
to improve total system performance and reduce costs of ownership. The major categories or domains of
HSI are: manpower, personnel, training, human factors engineering, safety and occupational health,
survivability, and habitability.

Integrated Program Summary (IPS)—For space programs, the IPS provides a concise record that
documents accomplishments, status, and plans at each KDP and Build Approval. The IPS consolidates a
minimum set of pre-approved material (e.g., capability documents, acquisition strategy, Test and
Evaluation Master Plan [TEMP]) with newly generated material that covers relevant subject matter; it
serves as the starting point for independent program reviews. Enclosure 4 to NSS 03-01 contains details
of IPS content.

Interoperability—The ability of systems, units, or forces to provide data, information, materiel, and
services to, and accept (receive) the same from, other systems, units, or forces; and to use the data,
information, materiel, and services so exchanged to enable them to operate effectively together.
Examples include weapons that use the same size ammunition in order to use common stocks, or
compatible nozzles and receptacles to permit ground and in-flight refueling of other nations’ aircraft.
Other examples include network-centric Command, Control, Communications, Computers, Intelligence,
Surveillance, and Reconnaissance (C4ISR) systems that describe their output information with tagged
meta-data, searchable by users who can find and pull it from anywhere on the network.

IT Lean Process—The IT Lean Process is a streamlined acquisition process for IT that establishes
clearly defined phases, activities, and decision points. It is based on the DoD 5000 process, but is
streamlined to accommodate the need to rapidly develop and field IT systems.

Logistics Support Elements (LSE)—LSEs encompass the logistics services, materiel, and
transportation required to support continental United States-based and worldwide-deployed forces
(CJCSI 3170.01). They include: maintenance planning; manpower and personnel; supply support;
support equipment; technical data; training and training support; computer resources support; facilities;
packaging, handling, storage, and transportation; and design interface.

Milestone Decision Authority (MDA)—The designated individual with overall responsibility for a
program. The MDA has the authority to approve entry of an acquisition program into the next phase of
the acquisition process, and is accountable for cost, schedule, and performance reporting to higher
authority, including congressional reporting (DoDD 5000.1).

Mission Assurance—An integrated engineering-level assessment of analysis, production, verification,
validation, operation, maintenance, and problem resolution processes performed over the lifecycle of a
program by which an operator/user determines that there is an acceptable level of risk to employment of a
system or end item to deliver an intended capability in an intended environment. The objective of the
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assurance process is to identify and mitigate design, production, and test deficiencies that could impact
mission success.

Operational Risk Management (ORM)—A decision-making process to systematically evaluate
possible courses of action, identify risks and benefits, and determine the best course of action for any
given situation.

OSS&E Baseline—A description of the OSS&E characteristics and limitations of any system, system
increment, end item, or end item increment that must be understood, acknowledged and maintained
during operational use, deployment, experimentation, exercises, training, and maintenance of the system
or end item. The OSS&E baseline is established in development and updated as changes (threat,
operational usage, aging, etc.) and improvements are made to the system or end item. The OSS&E
baseline can include the configuration baseline (specifications, drawings, and software code listings),
capability documents, TOs, certifications, training, maintenance facilities, spare parts, threat scenarios,
etc.

Programmatic Environment, Safety, and Occupational Health Evaluation (PESHE)—The PESHE
documents the status of ESOH hazard identification, assessment, mitigation, verification, and residual
risk assessment, and the National Environmental Policy Act (NEPA) compliance schedule. It describes
the PM’s strategy for integrating across the ESOH disciplines and into systems engineering using
MIL-STD-882D System Safety methodology, provides a repository for ESOH risk data, and provides a
method for tracking progress.

Program Manager (PM)—The individual specifically designated to be responsible for the life cycle
management of a system or end item. The program manager is vested with full authority, responsibility,
and resources to execute and support an approved Air Force program. The PM is accountable for credible
cost, schedule, and performance reporting to the MDA (DoDD 5000.1).

Science and Technology (S&T)—The Air Force S&T Program contains all basic and applied research
efforts, and advanced technology development efforts that are executed by AFRL (AFPD 61-1).

System—A specific grouping of subsystems, components, or elements designed and integrated to
perform a military function.

System of Systems (SoS)—A set or arrangement of interdependent systems that are related or connected
to provide a given capability; the loss of any part of the system will significantly degrade the performance
or capabilities of the whole (CJCSI 3170.01). A configuration of systems in which component systems
can be added or removed during use; each provides useful services in its own right; and each is managed
for those services. As a single entity, generally irrespective of configuration, the SoS exhibits synergistic,
transcendent capabilities.

System-of-Systems Engineering (So0SE)—The process of planning, analyzing, organizing, and
integrating the capabilities of a mix of existing and new systems into an SoS capability that is greater than
the sum of the capabilities of the constituent parts. SoSE emphasizes interoperability among systems
developed under different sponsorship, management, and primary acquisition processes.

System Security Engineering—SSE is the vehicle for integrating security into the overall SE process.
The purpose of SSE is to eliminate, reduce, or control through engineering and design any characteristics
that could result in the deployment of systems with operational security deficiencies. It helps identify,
evaluate, and eliminate or contain system vulnerabilities to new or postulated security threats in the
operational environment. SSE must be applied to new acquisition efforts (including off-the-shelf and
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non-developmental items) and to modifications of existing systems and end items, in order to minimize
the operational costs of protecting deployed systems. An SSE program that supports economical
achievement of overall program objectives, and takes into account the strategy outlined in the Program
Protection Plan, should be in place no later than the Technology Development phase. SSE must be
integrated into all other technical planning, and should be documented in the program SEP.

Systems Engineering (SE)—An interdisciplinary approach encompassing the entire set of scientific,
technical, and managerial efforts needed to evolve, verify, deploy, and support an integrated and
life-cycle-balanced set of system solutions that satisfy customer needs. Figure A1.1. and Figure A1.2. are
two common graphical representations of the SE process, as applied to development of a product or
system from a set of defined requirements.

Figure Al.1. Systems Engineering “Engine” (from DAU)
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Figure A1.2. Systems Engineering “V” Diagram (adapted from Forsberg and Mooz)
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System Safety—The DoD SE methodology for integrating environment, safety, and occupational health
considerations as documented in MIL-STD-882D, Department of Defense Standard Practice for System

Safety.
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Attachment 2

SEP SUBMITTAL AND SIGNATURE REQUIREMENTS

Life Cycle Phase Pre- Acquisition Sustainment Activity
Acquisition | program () (non-ACAT) (-2
Event Effort | (all ACAT) | SPMs/SSMs ® PGMs/SCMs

All ASPs (Draft copy) X X X X
Concept Decision X
All Milestone (MS) / Key X

Decision Point (KDP) Reviews
SEP Reviews / Updates %4 X X X X
Signatories

(initial submittals and updates)
CE® X X X X
PM ® X X X X
Center SE Technical Authority X X X X
PEO X
Center Commander/Director X X
SAE X (6,7
DAE X®
NOTES:

1. All programs that are Post-MS/KDP C require a SEP, regardless of whether program management

responsibility is assigned to a Product Center or a Logistics Center.

2. Consistent with AFI 63-1101 Para. 1.2.3, SEPs are not required for programs scheduled for final
decommissioning within five years of the date of this AFI. Programs with a SEP in place are
exempt from annual reviews/updates within five years of scheduled final decommissioning; how-
ever, execution of SEP efforts shall continue through decommissioning.

3. SPM - System Program Manager; SSM - System Support Manager; PGM - Product Group Man-
ager (including software); SCM - Supply Chain Manager.

4. Annual SEP review is mandatory. Significant program changes (e.g., supplier/subcontractor,
organization, funding, etc.) require a SEP update, with signature requirements determined locally.

5. “CE” is assigned Chief Engineer/Lead Engineer (designated project/capability manager for
pre-acquisition efforts); “PM” is Program Manager (assigned SSM, PGM, or SCM for ALC
efforts).

6. SEP shall be coordinated through SAF/AQR and the cognizant HAF Capability Directorate.

7. ACAT I and non-delegated ACAT II programs only.

8. ACAT ID/IAM programs only; DoD Space MDA is final signatory for space programs.
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Attachment 3

OPERATIONAL SAFETY, SUITABILITY, AND EFFECTIVENESS (OSS&E) / MISSION
ASSURANCE

A3.1. Organizations responsible for preserving OSS&E of Air Force systems or end items must ensure
that operational use, configuration changes, maintenance repairs, aging, part substitutions, and similar
activities and events do not degrade baselined characteristics of systems or end items over their opera-
tional life.

A3.1.1. OSS&E addresses:

A3.1.1.1. Operational Safety. The condition of having acceptable risk to life, health, property,
and environment caused by a system or end item when employing that system or end item in an
operational environment. This requires a formal risk management process (Para. 1.1.3.5.3.).

A3.1.1.2. Operational Suitability. The degree to which a system or end item can be placed satis-
factorily in field use, with consideration given to availability, compatibility, transportability,
interoperability, reliability, maintainability, wartime use rates, full-dimension protection, opera-
tional safety, human factors, architectural and infrastructure compliance, manpower supportabil-
ity, logistics supportability, natural environmental effects and impacts, and documentation and
training requirements.

A3.1.1.3. Operational Effectiveness. The overall degree of mission accomplishment of a system
or end item used by representative personnel in the environment planned or expected (e.g., natu-
ral, electronic, threat) for operational employment, considering organization, doctrine, tactics,
information assurance, force protection, survivability, vulnerability, and threat (including counter-
measures; initial nuclear weapons effects; and nuclear, biological, and chemical contamination
threats).

A3.1.2. OSS&E baselines must be documented and maintained for the entire operational life of the
product, system, or end item.

A3.1.2.1. Planning to establish and maintain the initial OSS&E baseline should be documented in
the program SEP submitted for Milestone/KDP B. The planning must be updated in the SEP sub-
mitted for Milestone/KDP C, and the initial baseline definition must be included with this submit-
tal. The baseline must identify training, inspection, and maintenance procedures.

A3.1.2.2. OSS&E baselines must be updated to reflect any modifications or changes to the prod-
uct, system, or end item. “Modification” includes demilitarization of items that may be reconsti-
tuted for return to service, or weapon systems that may be cannibalized for parts.

A3.1.2.3. Preservation of baseline OSS&E characteristics includes ensuring the currency and
accuracy of training, inspection, and maintenance procedures.

A3.1.3. Operators, maintainers, sustainers, and other personnel responsible for accomplishing tasks
associated with assuring OSS&E must:

A3.1.3.1. Link the SE System Safety process with operators’ and maintainers’ application of
Operational Risk Management (ORM), and investigation and reporting of mishaps involving the
system.
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A3.1.3.2. Ensure that operators and maintainers are properly trained, using approved procedures,
to preserve OSS&E baselines.

A3.1.3.3. Maintain products and systems according to approved Technical Orders (TO).

A3.1.3.4. Ensure availability of current, valid, verified TOs and technical data to Lead/Using
Commands and other users. These documents must clearly identify procedures and requirements
necessary to preserve OSS&E baselines, and any operational limitations of systems or end items.

A3.1.3.5. Use only parts approved by the PM (or Chief/Lead Engineer, as delegated) in the sys-
tem.

A3.1.3.6. Obtain and maintain all required certifications, (e.g., airworthiness, space flightworthi-
ness, SEEK EAGLE, Information Assurance, Nuclear Surety, Non-Nuclear Munitions Safety
Board, Force Protection, Interoperability, etc.) prior to system or end item operational use. Certi-
fications are directed under separate, standalone Air Force policy and guidance.

A3.1.3.7. Maintain and document configuration control of the system.
A3.1.3.8. Report any required changes in use or maintenance to the PM.
A3.1.3.9. Document and track faults for trend analysis.

A3.1.3.10. Analyze ESOH mishap data.

A3.1.3.11. Actively monitor health of aging systems or end items by applying fully integrated
efforts to assess the ongoing integrity of critical aspects, and support fleet viability assessments.

A3.1.3.12. Initiate modifications/improvements necessary to assure OSS&E.

A3.1.3.13. Ensure approved testing is completed, and identified deficiencies are corrected or
accepted by the user, before validating OSS&E baselines.

A3.1.4. Additional OSS&E considerations include:

A3.1.4.1. Integrity Programs. PMs must ensure that effective and integrated integrity programs
are designed into and implemented on all new or modified systems (Para. 1.1.4.).

A3.1.4.2. Military Flight Operations Quality Assurance (MFOQA). PMs must assure that effec-
tive and integrated MFOQA programs are designed into and implemented on all new or modified
systems.

A3.1.4.3. Inspections and Maintenance. Inspections and maintenance procedures must be
reviewed to prevent OSS&E degradation. This includes use of fielded system or end item perfor-
mance data to maintain OSS&E.

A3.1.4.4. Deficiency Reporting (DR). A DR program (TO 00-35D-54) ensures that all validated
Deficiency Reports are tracked to actual resolution of the deficiency. A critical characteristic of a
robust DR process is the timeliness with which the PM ensures that deficiencies are resolved.
Deficiencies must not be formally closed until resolved to the satisfaction of the originator.

A3.1.4.5. Technology Demonstrations. OSS&E restrictions or limitations must be provided for
Advanced Technology Demonstration (ATD), Advanced Concept Technology Demonstration
(ACTD), Joint Concept Technology Demonstration (JCTD), and experimental leave-behind sys-
tems and end items. Organizations responsible for preservation of OSS&E baselines must be
identified for any items left with a user for continued operations (Para. 2.9.7.).
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Attachment 4
ENVIRONMENT, SAFETY, AND OCCUPATIONAL HEALTH (ESOH) INTEGRATION

A4.1. ESOH considerations must be integrated into the SE process using MIL-STD-882D system safety
practices. SE ESOH efforts must appear in the SEP, the Risk Management Plan (RMP), and the Program-
matic Environment, Safety, and Occupational Health Evaluation (PESHE). The initial SEP must identify
the basic strategy to integrate ESOH into SE; PESHE elements should be incorporated into the RMP and
the IMP/IMS.

A4.1.1. ESOH hazards (including hazardous materials usage) must be eliminated where practicable,
and risks minimized where the hazards cannot be eliminated. An ESOH hazard tracking system must
be used to record identified hazards, initial risk assessments, risk mitigation measures, residual risk
levels, and residual risk acceptance decisions throughout the life of the program.

A4.1.2. ESOH risks include those resulting from routine system operations and maintenance (O&M)
and mishaps, as well as risks to program cost, schedule, and performance from requirements to com-
ply with ESOH laws and regulations. Technical and program reviews must include ESOH risk man-
agement status.

A4.1.3. The PESHE documents the status of ESOH hazard tracking, and the National Environmental
Policy Act (NEPA) compliance schedule. It describes the PM’s strategy for integrating across the
ESOH disciplines into SE, provides a repository for ESOH risk data, and provides a method for track-
ing progress.
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Attachment 5
HUMAN SYSTEMS INTEGRATION (HSI)

AS.1. HSI considers all human-related domains in an integrated manner. It must be addressed throughout
the life cycle, and must be consistently integrated into SE implementation to balance total system perfor-
mance (hardware, software, and human), OSS&E assurance, survivability, safety, and affordability. HSI
employs human factors engineering to design systems that effectively utilize manpower; provide effective
training; can be operated and maintained by users; and are suitable (habitable and safe with minimal envi-
ronmental and occupational health hazards) and survivable (for both the crew and equipment). Additional
HSI information appears in DoDI 5000.2, Chapter 6 of the Defense Acquisition Guidebook, and the
LCMP (AFI 63-107).

AS5.1.1. PMs and Chief/Lead Engineers must establish a comprehensive plan early in the acquisition
process to address HSI factors in balancing system performance with TOC, and to ensure that product/
system designs accommodate the characteristics of the user population that will operate, maintain, and
support them. HSI planning should define the division of roles and responsibilities with ESOH for the
overlapping domains of safety and occupational health. HSI planning should be documented in the
SEP.

A5.1.2. HSI must be included in all key acquisition documents.

A5.1.3. All HSI-related specialty engineering activities must be fully integrated into the SE processes
to address the needs of the human-in-the-loop aspects of the system being developed, with specific
emphasis on O&M considerations.

A5.1.4. HSI requirements must be considered as either functional or performance capabilities during
trade studies.

AS5.1.5. HSI requirements must be tested and evaluated with appropriate feedback mechanisms for
assuring OSS&E.

AS5.1.6. Technical requirements must include HSI performance metrics.
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Attachment 6
MAINTENANCE ENGINEERING / SUSTAINING ENGINEERING (ME/SE)

A6.1. PMs and Chief/Lead Engineers must employ ME/SE principles. ME/SE involves the review,
assessment, definition, and resolution of hardware deficiencies revealed throughout the life cycle, includ-
ing development and production as well as operational service. ME/SE returns the item to existing spec-
ified performance requirements. Typical ME/SE activities include:

A6.1.1. Identification of Deficiencies. PMs and Lead/Using Commands must identify technical and
supportability deficiencies on operational systems (AFI 21-104, AFI 21-118, AFI 63-501, and TO
00-35D-54).

A6.1.2. Analysis and Development of Corrective Action. PMs must analyze identified deficiencies
to determine the cause and develop corrective action options. They must determine if the problem is
a system deficiency, and must assess the potential for correcting the problem. This assessment typi-
cally includes a business case analysis or economic analysis to determine the relative life cycle costs
associated with various corrective action strategies and options.

A6.1.3. Implementation of Corrective Actions. Funded corrective actions derived from ME/SE activ-
ities, whether addressing configuration or maintenance issues, must include OSS&E verification
requirements, and must be approved by the PM for incorporation into fielded systems. Managers of
ME/SE projects must collaborate with the PM and Chief/Lead Engineer of the affected system in
project planning and implementation.

A6.1.4. Metrics. ME/SE metrics must be indicators of the overall sustainment health of a system.
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Attachment 7
PRODUCT AND SYSTEM INTEGRITY

A7.1. The integrity process provides life management analyses and data necessary to maintain OSS&E
by planning for operational support activities that monitor and report on system safety, suitability, and
effectiveness characteristics. Weapon system integrity programs ensure that system-level performance
and safety requirements will be met under any combination of design usage environments throughout the
operational life of a system. PMs and Chief/Lead Engineers must:

A7.1.1. Establish, evaluate, and substantiate the system (airframe, weapon, space, missile, C2, etc.)
integrity to preserve OSS&E.

A7.1.2. Acquire, evaluate, and apply operational usage data to provide a continual update of system
integrity.

A7.1.3. Provide quantitative information for decisions on force structure planning, inspection and
modification priorities, and related operational and support decisions.

A7.1.4. Provide a basis for improving system integrity criteria and methods of design, evaluation, and
substantiation for future systems and modifications.

A7.1.5. Provide a fully integrated monitoring system that includes all relevant aspects of system
integrity, e.g., aircraft structures, engine structures, mechanical equipment and subsystems, avionics/
electronics.

Refer to the following documents:

AFPD 63-10, Aircraft Structural Integrity

AFI 63-1001, dircraft Structural Integrity Program

MIL-STD-1530, “Aircraft Structural Integrity Program”
MIL-HDBK-515 (USAF), “Weapon System Integrity Guide (WSIG)”
MIL-HDBK-1783, “Engine Structural Integrity Program”
MIL-HDBK-1798A, “Mechanical Equipment and Subsystems Integrity”
MIL-HDBK-87244 (USAF), “Avionics/Electronics Integrity”
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Attachment 8
SOFTWARE ENGINEERING

A8.1. Software engineering and acquisition considerations must be addressed throughout the product or
system life cycle, beginning with pre-Milestone/KDP A activities, and must be documented in the SEP.
Software engineering practitioners and managers must:

A8.1.1. Estimate software development and integration efforts at high (80-90%) confidence levels.

AS8.1.2. Ensure baselines are realistic and compatible with the Expectation Management Agreement
for the program or project.

A8.1.3. Manage computer systems and software-specific risks as an integral part of the program risk
management process.

A8.1.4. Identify software-related strengths, weaknesses, and experience for all developer team mem-
bers with significant software development responsibilities.

A8.1.5. Ensure developer teams apply effective software development processes.
A8.1.6. Ensure the program office supports developer teams.

A8.1.7. Collect and analyze Earned Value Management data at the software level.
A8.1.8. Employ a core set of basic software metrics.

A8.1.9. Plan and develop life cycle software support capabilities and options.

A8.1.10. Support the transfer of lessons learned to future programs by providing feedback to affected
organizations.
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Attachment 9

ADDITIONAL SE PROGRAM AREAS OF CONSIDERATION

This list is not all-inclusive. Items are listed alphabetically to eliminate any perception of relative impor-
tance. PMs and Chief/Lead Engineers must ensure that these considerations are addressed as part of SE
implementation (refer to Para. 1.1.3.), or provide rationale for their elimination.

A9.1. Aircraft Information Programs (AIP)

A9.2. Commercial Off-The-Shelf (COTS)/Non-Developmental Items (NDI)

A9.3. Corrosion Prevention and Mitigation

A9.4. Deployment

A9.5. Diminishing Manufacturing Sources

A9.6. Electromagnetic Compatibility (EMC) and Radio Frequency (RF) Management

A9.7. Information Assurance

A9.8. Infrastructure and Facilities

A9.9. Integrated Diagnostics

A9.10. Interoperability

A9.11. Intelligence Integration

A9.12. Logistics Support Elements (Product Support Elements) including but not limited to
A9.12.1. Design Interface
A9.12.2. Material Management
A9.12.3. Technical Data Management (including data rights, drawings, and T.O.s)
A9.12.4. Support Equipment
A9.12.5. Maintenance Planning and Management
A9.12.6. Facilities
A9.12.7. Packaging, Handling, Shipping, and Transportability
A9.12.8. Manpower and Personnel
A9.12.9. Training

A9.13. Manufacturing and Quality Assurance
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A9.14. Military Flight Operations Quality Assurance (MFOQA)
A9.15. Modeling and Simulation

A9.16. Modular Open Systems Approach (MOSA)
A9.17. Parts, Materials, and Processes

A9.18. Producibility

A9.19. Reliability, Availability, and Maintainability
A9.20. Security

A9.21. Specifications and Standards

A9.22. Standardization

A9.23. Supportability

A9.24. Survivability/Vulnerability

A9.25. System Safety

A9.26. System Security Engineering

A9.27. Technology Maturation and Transition
A9.28. Technology Obsolescence

A9.29. Total Ownership Cost (TOC)

A9.30. Training
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	2.12.7.2. Direct policy and guidance to subordinate units to assure the preservation of baselined...
	2.12.7.3. Establish processes and technical standards to assure the preservation of baselined cha...

	2.12.8. Ensure that operators, testers, and maintainers apply Operational Risk Management (ORM) t...
	2.12.8.1. Use System Safety hazard data provided by the PM as the baseline for applying ORM to th...
	2.12.8.2. Work with PMs responsible for systems and end items to assess newly identified hazards,...

	2.12.9. Provide HQ USAF/A4/7 with a current listing of responsible organizations for managed syst...

	2.13. Air Education and Training Command (AETC) will:
	2.13.1. Establish and maintain the Air Force Center for Systems Engineering (CSE) at the Air Forc...
	2.13.1.1. Promulgate and document case studies of SE implementation during concept definition, ac...
	2.13.1.2. Facilitate collaborative SE efforts among DoD, the Services, Defense agencies, other Go...
	2.13.1.3. Provide SE expertise for Advisory Boards and Review Panels.
	2.13.1.4. Provide a forum to shape academic curricula for Air Force SE educators.
	2.13.1.5. Facilitate SE education including graduate degrees, certificate programs, and professio...
	2.13.1.6. Assist with development of Air Force guidance on SE processes and practices.
	2.13.1.7. Recommend and coordinate with Air Force organizations on development of SE policy.

	2.13.2. Ensure that operation and maintenance training courses provide instruction on the importa...


	Attachment 1
	Figure A1.1. Systems Engineering “Engine” (from DAU)
	Figure A1.2. Systems Engineering “V” Diagram (adapted from Forsberg and Mooz)

	Attachment 2
	Attachment 3
	A3.1. Organizations responsible for preserving OSS&E of Air Force systems or end items must ensur...
	A3.1.1. OSS&E addresses:
	A3.1.1.1. Operational Safety. The condition of having acceptable risk to life, health, property, ...
	A3.1.1.2. Operational Suitability. The degree to which a system or end item can be placed satisfa...
	A3.1.1.3. Operational Effectiveness. The overall degree of mission accomplishment of a system or ...

	A3.1.2. OSS&E baselines must be documented and maintained for the entire operational life of the ...
	A3.1.2.1. Planning to establish and maintain the initial OSS&E baseline should be documented in t...
	A3.1.2.2. OSS&E baselines must be updated to reflect any modifications or changes to the product,...
	A3.1.2.3. Preservation of baseline OSS&E characteristics includes ensuring the currency and accur...

	A3.1.3. Operators, maintainers, sustainers, and other personnel responsible for accomplishing tas...
	A3.1.3.1. Link the SE System Safety process with operators’ and maintainers’ application of Opera...
	A3.1.3.2. Ensure that operators and maintainers are properly trained, using approved procedures, ...
	A3.1.3.3. Maintain products and systems according to approved Technical Orders (TO).
	A3.1.3.4. Ensure availability of current, valid, verified TOs and technical data to Lead/Using Co...
	A3.1.3.5. Use only parts approved by the PM (or Chief/Lead Engineer, as delegated) in the system.
	A3.1.3.6. Obtain and maintain all required certifications, (
	A3.1.3.7. Maintain and document configuration control of the system.
	A3.1.3.8. Report any required changes in use or maintenance to the PM.
	A3.1.3.9. Document and track faults for trend analysis.
	A3.1.3.10. Analyze ESOH mishap data.
	A3.1.3.11. Actively monitor health of aging systems or end items by applying fully integrated eff...
	A3.1.3.12. Initiate modifications/improvements necessary to assure OSS&E.
	A3.1.3.13. Ensure approved testing is completed, and identified deficiencies are corrected or acc...

	A3.1.4. Additional OSS&E considerations include:
	A3.1.4.1. Integrity Programs. PMs must ensure that effective and integrated integrity programs ar...
	A3.1.4.2. Military Flight Operations Quality Assurance (MFOQA). PMs must assure that effective an...
	A3.1.4.3. Inspections and Maintenance. Inspections and maintenance procedures must be reviewed to...
	A3.1.4.4. Deficiency Reporting (DR). A DR program (TO 00-35D-54) ensures that all validated Defic...
	A3.1.4.5. Technology Demonstrations. OSS&E restrictions or limitations must be provided for Advan...



	Attachment 4
	A4.1. ESOH considerations must be integrated into the SE process using MIL�STD�882D system safety...
	A4.1.1. ESOH hazards (including hazardous materials usage) must be eliminated where practicable, ...
	A4.1.2. ESOH risks include those resulting from routine system operations and maintenance (O&M) a...
	A4.1.3. The PESHE documents the status of ESOH hazard tracking, and the National Environmental Po...


	Attachment 5
	A5.1. HSI considers all human-related domains in an integrated manner. It must be addressed throu...
	A5.1.1. PMs and Chief/Lead Engineers must establish a comprehensive plan early in the acquisition...
	A5.1.2. HSI must be included in all key acquisition documents.
	A5.1.3. All HSI-related specialty engineering activities must be fully integrated into the SE pro...
	A5.1.4. HSI requirements must be considered as either functional or performance capabilities duri...
	A5.1.5. HSI requirements must be tested and evaluated with appropriate feedback mechanisms for as...
	A5.1.6. Technical requirements must include HSI performance metrics.


	Attachment 6
	A6.1. PMs and Chief/Lead Engineers must employ ME/SE principles. ME/SE involves the review, asses...
	A6.1.1. Identification of Deficiencies. PMs and Lead/Using Commands must identify technical and s...
	A6.1.2. Analysis and Development of Corrective Action. PMs must analyze identified deficiencies t...
	A6.1.3. Implementation of Corrective Actions. Funded corrective actions derived from ME/SE activi...
	A6.1.4. Metrics. ME/SE metrics must be indicators of the overall sustainment health of a system.


	Attachment 7
	A7.1. The integrity process provides life management analyses and data necessary to maintain OSS&...
	A7.1.1. Establish, evaluate, and substantiate the system (airframe, weapon, space, missile, C2, e...
	A7.1.2. Acquire, evaluate, and apply operational usage data to provide a continual update of syst...
	A7.1.3. Provide quantitative information for decisions on force structure planning, inspection an...
	A7.1.4. Provide a basis for improving system integrity criteria and methods of design, evaluation...
	A7.1.5. Provide a fully integrated monitoring system that includes all relevant aspects of system...


	Attachment 8
	A8.1. Software engineering and acquisition considerations must be addressed throughout the produc...
	A8.1.1. Estimate software development and integration efforts at high (80-90%) confidence levels.
	A8.1.2. Ensure baselines are realistic and compatible with the Expectation Management Agreement f...
	A8.1.3. Manage computer systems and software-specific risks as an integral part of the program ri...
	A8.1.4. Identify software-related strengths, weaknesses, and experience for all developer team me...
	A8.1.5. Ensure developer teams apply effective software development processes.
	A8.1.6. Ensure the program office supports developer teams.
	A8.1.7. Collect and analyze Earned Value Management data at the software level.
	A8.1.8. Employ a core set of basic software metrics.
	A8.1.9. Plan and develop life cycle software support capabilities and options.
	A8.1.10. Support the transfer of lessons learned to future programs by providing feedback to affe...


	Attachment 9
	A9.1. Aircraft Information Programs (AIP)
	A9.2. Commercial Off-The-Shelf (COTS)/Non-Developmental Items (NDI)
	A9.3. Corrosion Prevention and Mitigation
	A9.4. Deployment
	A9.5. Diminishing Manufacturing Sources
	A9.6. Electromagnetic Compatibility (EMC) and Radio Frequency (RF) Management
	A9.7. Information Assurance
	A9.8. Infrastructure and Facilities
	A9.9. Integrated Diagnostics
	A9.10. Interoperability
	A9.11. Intelligence Integration
	A9.12. Logistics Support Elements (Product Support Elements) including but not limited to
	A9.12.1. Design Interface
	A9.12.2. Material Management
	A9.12.3. Technical Data Management (including data rights, drawings, and T.O.s)
	A9.12.4. Support Equipment
	A9.12.5. Maintenance Planning and Management
	A9.12.6. Facilities
	A9.12.7. Packaging, Handling, Shipping, and Transportability
	A9.12.8. Manpower and Personnel
	A9.12.9. Training

	A9.13. Manufacturing and Quality Assurance
	A9.14. Military Flight Operations Quality Assurance (MFOQA)
	A9.15. Modeling and Simulation
	A9.16. Modular Open Systems Approach (MOSA)
	A9.17. Parts, Materials, and Processes
	A9.18. Producibility
	A9.19. Reliability, Availability, and Maintainability
	A9.20. Security
	A9.21. Specifications and Standards
	A9.22. Standardization
	A9.23. Supportability
	A9.24. Survivability/Vulnerability
	A9.25. System Safety
	A9.26. System Security Engineering
	A9.27. Technology Maturation and Transition
	A9.28. Technology Obsolescence
	A9.29. Total Ownership Cost (TOC)
	A9.30. Training
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